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Abstract
Authentication is one of the main components in security systems and has many
challenges and practical applications. Development in biometric technology have led to
rapid growth in the field of authentication. The proposed method uses the K-means
clustering method to select the appropriate features of the palm image for identification.
The first step is to separate the images of different people's palms in terms of similarity,
Improving image quality is done by Histogram Equalization method, Then effective
features such as Zernike, color histogram and directional histogram are extracted. In the
next step, weight is assigned to the features and the indexes that have the best
differences between the people in the database will have a higher priority. Finally, the
identity of individuals is identified by K-means clustering, Clusters are also updated
several times for better results, Each time the amount of error in the clusters is
calculated and the best clustering with the least error is selected. In this study, two
factors of classification accuracy and amount of calculations were performed to
compare the present study with the basic articles and The results showed that 10
features have the lowest error because for every 10 features the clustering score is
higher. As a result, the identification of individuals in this study using clustering of
characteristics by K-means method was 97.5 percent.
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